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Poll question 2: How prepared 
are you for your next climate-
related disclosures?

 Already made TCFD disclosures; we will be updating them
 1st year of making TCFD disclosures; we feel confident in being able to make them
 1st year of making TCFD disclosures; areas of non-compliance already identified
 Voluntarily making climate-related disclosures this year
 We will be caught by the BEIS climate-related financial disclosures this year (April 

2023 + year ends) and have not made any previously
 No plans or requirements to incorporate climate-related disclosures this year 



Financial Reporting Council (FRC) and 
Financial Conduct Authority (FCA) release 
findings into climate-related financial 
disclosures
Both the FRC and FCA note that there has been a step-change in TCFD reporting this 
year so there is a positive high-level message in their findings. However, both also agree 
that there is more to be done in year two. The reports place particular emphasis on the 
need for the TCFD’s ‘all sector guidance’ (or ‘Annex’) to be considered when assessing 
consistency with the framework, the expectation that every company will be able to 
report on seven of the TCFD’s eleven recommended disclosures, and that there should 
be better connectivity between front and back half disclosures.



CRR Thematic review of TCFD disclosures and 
climate in the financial statements 
Five themes for companies



FCA review of TCFD-aligned disclosures by 
premium listed commercial companies
Key areas of emphasis



FRC cyber risk report

• Range of factors in external environment are driving greater focus in this area

• Report suggests being clear on:

- How digital security and strategy are important to the company's current and future 
business model, strategy and environment;

- The governance structures, culture and processes the company has in place to support 
digital security and strategy; 

- The key digital security and strategy risks and opportunities the company is facing both 
now and in the future; 

- The impact of internal and external events and the actions and activities that respond to 
these.

• Consider a case study!


